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Thanks for joining today!

Account Executive
Olivia FEDERICI

Trustpair
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Head of SDR
Bojana LAZIC

Trustpair
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Trustpair in a nutshell

+400 Corporate clients. 0 fraud.

Recognized leader by Procurement 
& Finance softwares

  Founded in
2017

  ~100
Experts

  +190
Countries

  Excellence
in Customer Care

  
Offices in Paris, 
London, Milan &
New York

  99%
Client retention
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How many of you have 
heard about the late 
$25M deep fake fraud?

Trustpair | Swiss Treasurer

RAISE YOUR HAND
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Impacts

What 
happens

“Finance worker pays out
$25 million in Hong Kong, 
after video call with deep 
fake CFO”

CFO scam (urgent payment)

A fraudster impersonates a company’s 
CFO in a deepfake video conference 
and had an accountant transfer $25m 
to his account for an urgent 
transaction

$25m loss
Public investigation
Reputation damage

Payment 
module

Automatically control any 
off-process vendor payment, and 
block non validated campaigns

Trustpair | Swiss Treasurer
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90%
Of companies were targeted 
by fraud attempts in 2024

47%
suffered losses exceeding 
$10M

Source : Trustpair 2025 - Fraud Study 

Why is the time Now ?

120%
increase in fraud generated 
by AI
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The domino effect of fraud
Impact goes beyond finances for treasurers

   

External company reputation

Operational disruption

Relationship w. suppliers

Business slowdown

Financial loss

Emotional damage

Internal communication

Impact on people

Investigation 
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When & Where Fraud Happens

   
Vendor 
Onboarding 
& Bank 
Changes

   Vendor
Master Data    Vendor 

PaymentsSource to Pay chain

Outdated uncontrolled 
data

Internal mistakes

No traceability 

Bottleneck on checks

Payment rejections

Human entry errors

Control failures

Hidden risk & lack of communication

AP/FinanceProcurement team TreasurersMaster data team
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Validate Bank Account 
Ownership Globally

Validate company identity

Validate bank account is payable

Validate bank account ownership

OK TO PAY

DO NOT PAY

Trustpair | Swiss Treasurer
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Case 
Management

Unfavorable

Unconfirmed

Banking & legal data sources
Biggest aggregator of legal and banking data sources - all in one place

Shared data
The largest shared database of bank accounts - growing every day

Callback campaigns
+40 experts managing non-automated cases through a rigorous process

Favorable OK to pay

Global Account Ownership Coverage 
With No Compromise On Security

Reverse penny test
Automated process to verify smaller vendors
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Native integrations

  

Secure Source to Pay Process
   

Vendor 
Onboardin
g & Bank 
Changes

One-time Checks
Automated controls for 
new vendor and change 
requests.

   
Vendor
Master 
Data

Database Audit
Continuous monitoring, 
risk dashboards, real-time 
alerts.

   Vendor 
Payments

Payment Files
Scanning to detect risks, 
abnormal amounts, 
duplicates.

Your Source to Pay Chain

Case management, Dashboard, Notification
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Trustpair: 
Leading 
Solution in 
Switzerland
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Contact Olivia FEDERICI

Mail : olivia.federici@trustpair.com
Phone : +33 6 86 71 16 71

Bojana LAZIC

Mail : blazic@trustpair.com
Phone : +33 6 95 24 42 25
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